
 

（別紙 1）DDoS 防御検証環境の詳細 

NTT Com では、通信事業者やセキュリティ事業者とともに DDoS 防御オーケストレータシ

ステムの新しい機能や効果の評価・検証に参加して頂けるトライアル利用企業を募集していま

す。 

本トライアルへの参加期間中、トライアル利用企業が実際に DDoS 攻撃を受けた場合、DDoS

防御オーケストレータシステムを利用した防御および対処が可能です。 

 

 

■トライアルにおける各社の役割 

【NTT Com】 

- DDoS 防御オーケストレータシステムの提供 

 フロー技術を利用したトラフィック解析・DDoS 攻撃検知機能 

 DDoS 防御機器を制御するマネジメントポータル 

 擬似的な攻撃を発生させる DDoS 攻撃ポータル 

- 経路制御関連の技術支援 

 

【セキュリティ事業者】 

- NTT Com の DDoS 防御オーケストレータシステムと連携する DDoS 防御機器の提供 

- DDoS 防御機器に関する技術サポート 

 

【トライアル利用企業】 

- トライアル利用企業への影響や DDoS 対策の有効性を評価 

 

■トライアルの内容 

①トライアル利用企業が、DDoS 攻撃ポータルを使って自社システムへの疑似攻撃を実施 

②マネジメントポータル上で DDoS 対策を選択し、防御を実施 

③対策の有効性を評価 

 


